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Records Management 
Management and retention of district records is an important part of district 
administrative functions.  Title 24 - Article 80 of the Colorado Revised 
Statutes provides for the preservation of permanent records and the 
destruction of records that are no longer of value to public agencies. The 
Colorado State Archives sets the policy for the preservation of records of 
enduring value and the destruction of records that are no longer of value.  All 
State agencies and political subdivisions must consult periodically with the 
State Archives concerning the retention and disposition of their records.  
 
Employee File Management  
Employee records containing sensitive personal information such as social security numbers and 
health related documents must be filed in a secure closed records location away from open 
records since they are not subject to an Open Records Request.  The following chart for 
employee records management is a guide, not legal advice. The information for the 
guidelines is referenced from Colorado State Archives Records Management, state and federal 
laws, and state rules, as well as access to records as stipulated in the Colorado Revised 
Statutes. 

 
Employee Records Management Guidelines 

 
Record Type District Record 

Retention Location 
Retention Time  Comment 

1. Appeals, Grievances, & 
Dispute Resolution Files  

Secure District Personnel 
Files 

10 yrs after 
employee 
separation 

 
 

2. Eligible lists for positions Secure District Personnel 
Files 

2 years after 
position is filled 

 

3. Examination files for 
positions 

Secure District Personnel 
Files 

2 years after 
position is filled 

 

4. I-9 Employment Eligibility 
Verification Form 

Secure District Personnel 
Files – separate from 
official  employee 
personnel file 

3 years after date 
of hire or 1 year 
after the date 
employment ends 

Required by 
federal law and 
Colorado House 
Bill-06S-1017 

Whichever occurs 
later 
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5. FLSA –Exempt and Non-
exempt status 

Secure District Personnel 
Files –position file 

For life of the 
position 

Required by 
federal law 

6. Incentive 
Awards/Employee 
Recognition Program  
 

Personnel Files  Maintained for 10 
years  

 

7. Leave Records  District Personnel Files 3 years  
8. Leave Earning rates, 
leave maximums & 
balances  

District Personnel Files 10 years after 
employee 
separation 

 

9. Medical/Health Files  Personnel Files in 
separate secured file 

3 years after 
medical matter is 
resolved  

 

10. Official Personnel Files  
for Permanent Employees 

District Personnel Files 10 years after 
employee 
separation 

 

11. Official Personnel Files 
for Temporary Employees 

District Personnel Files 10 years after 
employee 
separation 

 

12. Position Files District Personnel Files Retain until 
position is 
permanently 
abolished  

 

13. Workers’ Compensation 
Case Files  

District Personnel Files 10 years after 
employee 
separation 

 

Note:  Documents containing health-related information shall be kept in  
a separate secured Confidential file with limited access by approved district staff 

 

 
1. Appeals, Grievances, & Dispute Resolution Files - Documents related to appeals, grievances, 

performance pay disputes, and corrective/disciplinary action information will be retained by 
the district in the official Personnel File  either in hard copy or electronically for ten (10) years 
following employee separation and then will be destroyed or deleted.  

2. Eligible lists for positions – official lists containing names of eligible candidates to fill 
vacancies, re-employment, and promotions.  

3. Examination files for positions – The content of examination files must include all related 
documentation up to the establishment of eligible list to include 
• Job analysis 
• Announcement or posting of job opening 
• Applications of accepted and rejected applicants including transcripts, copies of licenses, 

etc.  
• Any & all examination materials (e.g., typing test.)  
• All related information including correspondence 

4. I-9 Employment Eligibility Verification Form – The Form I-9, Employment Eligibility 
Verification Form and related copies of identifying documentation must be 
completed for all employees, both permanent and temporary, hired after 
November 6, 1986.  All forms, including the State of Colorado Affirmation 
Form required by HB-06S-1017 are retained separately from the Official 
Personnel Files.  I-9 forms must be retained for either three (3) years after 
the date of hire or one (1) year after the date of employment ends, 
whichever comes later.  
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5. FLSA –Exempt and Non-exempt status – Fair Labor Standards Act requires employers to 

maintain certain records for both non-exempt and exempt employees as listed: 
• Employee identifying information 
• Defined work-week (hours, days, and times employee works) 
• Wages paid (whether hourly or salaries) 
• Additions or deductions to wages and the amount of wages paid each pay period, 

including date paid and pay period covered  
• Overtime authorizations 
• Actual hours worked (Time Sheets)  

6. Incentive Awards/Employee Recognition Program – Individual incentive award records and 
reasons/ justification for such awards are maintained in the individual employee’s Official 
Personnel File.  

7. Leave Records – These records include forms such as leave request forms and any 
correspondence related to an employee’s request for time off from work.  Written and 
electronic records contain the amount of leave earned and taken by the employees, accrual 
maximums, and leave balances.  Leave information is confidential and includes employee 
name, identification number, type of leave, number of days or hours requested, date(s) 
requested, reason, and signature approval of employee and supervisor, This leave 
record must also include FML (Family Medical Leave) designation.  Files are retained 
for three (3) years and then destroyed or deleted.  Note:  Documents containing 
health-related information shall be kept in a separate secured confidential file 
with limited access. 

8.  Leave Earning rates, leave maximums & balances – must be kept for (10) years after 
employee separation and then destroyed or deleted.  Note:  Documents containing 
health-related information shall be kept in a separate secured confidential file with 
limited access. 

9. Medical/Health Files – These are separate files containing confidential medical information 
related to an employee or affected family member for employment-related decisions.  These 
files contain information on FML, Americans with Disabilities Act (ADA), and are retained for 
three (3) years after the matter requiring the medical information is resolved.  Note:  
Documents containing health-related information shall be kept in a separate secured 
confidential file with limited access.  

10. Official Personnel Files for Permanent Employees – The Official Personnel File shall contain 
the complete work history of every employee. The files are retained either in hard copy or 
electronically for ten (10) years following separation, and then are destroyed or deleted.  
These files include but are not limited to the following types of information:  
• Separate records of all employment actions including but not limited to new hire 

information, changes in salary, promotions, demotions, rehire 
• The most current job application and supporting documents such as transcripts, 

reference checks, etc.  
• Employee Orientation checklists, confidentiality and security arrangements, etc.  
• Work arrangement agreements such as conditions of employment, work schedule, etc.  
• Disciplinary, grievance information, performance pay dispute information 
• All performance plans, evaluations and ratings 
• Letters of recommendation, reference, or commendation 
• Separation documents such as letter of resignation, exit interview, layoff documentation 
• Any other information deemed important by the district 

11. Official Personnel Files for Temporary Employees – These files contain much of the same 
information as those for permanent employees. The files are retained either in hard copy or 
electronically for ten (10) years following separation, and then are destroyed or deleted.   

12. Position Files – These are official files containing signed documents such as job descriptions, 
used to create positions, abolish positions, promote positions, or update position 
assignments. If a new position is created, a new file is created for the position, not the person 
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hired to fill the position as various individuals may fill the same position.  
These are retained either in hard copy or electronically until the position 
is permanently abolished. 

13.  Workers’ Compensation Case Files – These are medical and 
investigative record files regarding on-the-job injuries including forms, 
reports, correspondence, and related information, whether or not a claim 
for compensation was made.  The files are retained for ten (10) years 
after employee separation and then destroyed. 

Note:  Documents containing health-related information shall be kept 
in a separate secured confidential file with limited access.  
 
Freedom of Information Act (FOIA) Request 
The Freedom of Information Act (FOIA) requires all federal agencies to disclose records 
requested in writing by any person. However, agencies may withhold information pursuant to nine 
exemptions and three exclusions contained in the statute. The FOIA applies only to federal 
agencies and does not create a right of access to records held by Congress, the courts, or by 
state or local government agencies. Colorado has its own public access laws, CRS 24-72-201 
to 206 that should be consulted for access to state and local records.  Information for Colorado’s 
Open Records Act follows.  

 
Open Records Requests  

The Colorado Open Records Act, CRS 24-72-201 to 
206 must be followed when records are requested.  
The Act declares it is “the public policy of this state 
that all public records shall be open for inspection by 
any person at reasonable times”. Districts as political 
subdivisions of the state are referenced in the CRS 24-
72-202 definition (5), "Political subdivision" means and 
includes every county, city and county, city, town, 
school district, special district, public highway 
authority, regional transportation authority, and 
housing authority within this state. 
Refer to the Act to determine the applicable public 
records and other information necessary to honor the 
requests.  

Details for producing public records for inspection are found in CRS 24-72-203.  
 
Provisions of the Act of importance to note are: 
CRS 24-72-203 (3) (b) The date and hour set for the inspection of records not readily available at 
the time of the request shall be within a reasonable time after the request. As used in this 
subsection (3), a "reasonable time" shall be presumed to be three working days or less. 
 
CRS 24-72-205. (5) (a) A custodian may charge a fee not to exceed twenty-five cents per 
standard page for a copy of a public record or a fee not to exceed the actual cost of providing a 
copy, printout, or photograph of a public record in a format other than a standard page. 
 
What to Keep and How Long To Keep It 

The following information is taken from the Colorado State Archives Records 
Management Manual and is intended to provide a guide for retention and disposition 
of common records that are found in most Conservation District offices.  The intent is 
that this guide will encourage Conservation Districts to annually clean out their file 

cabinets and storage areas by regularly destroying obsolete and out-dated records.   

General Guidelines for Colorado’s Conservation Districts for Records Management 
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For further information or assistance, contact the State Archives at (303)866-2550 or see the 
complete manual at http://www.colorado.gov/dpa/doit/archives/rm/specialdistricts/TOC.htm 
 
 
Public Records Statutes 
Districts should be aware of the laws that govern public access to records, as well as 
confidentiality.  The Public Open Records Act establishes regulations pertaining to public 
records including restoring, inspecting, copying, and photographing of general and specific 
types of public records.  Basically, all public records shall be open for inspection by any person, 
except as otherwise specifically provided by law.  Another relevant law states that a local 
government-financed entity (such as a conservation district) should have available for inspection 
specific types of the entity’s records such as the annual operating budget and a list of the 
supervisors of the district.  The Conservation District Secretary is the official custodian of the 
district records and is responsible for the maintenance, care, and keeping of public records.   
 
Federal Record Retention Requirements  
Districts receiving federal financial assistance (e.g., any funding from the Bureau of Reclamation, 
NRCS) are required to retain financial and programmatic records; supporting documents; 
statistical records, and other records of grantees or sub-grantees for a period of three years after 
completion of the project.  Landowner operation and maintenance agreements will be retained for 
the life of the practices installed plus three years. 
Note:  No record shall be destroyed so long as it pertains to any pending legal case, claim, 
action, or audit. 
 
Administrative Records   
The following are permanent – not to be destroyed:   
• Meeting notices, proofs of publication, hearings on proposed rules and 
changes and the conclusions reached, agenda, meeting minutes, final reports 
and related records documenting the accomplishments of official boards and 
committees, legal interpretations, policy and procedure manuals, and tax 
exemption certificates.   
• Records of historical nature such as scrapbooks, photographs, articles, 
program notes, and documentation of events sponsored or funded by an 
agency, narrative audio or audio-visual agency histories. executive 
correspondence, organizational files, maps that show the geographic extent of 
an agency’s programs and projects, performance audit reports, proposed 
legislation records, publications (e.g., pamphlets, reports, leaflets, etc.) should be retained at the 
district office for a minimum of 10 years and then archived in the District. 
The following should be retained for a minimum of two years: 
• Records of a general nature that would be created in the course of administering agency 
programs such as office organization, staffing, procedures, and internal communications.   Also, 
records relating to organization, membership, and committee policy to handle problems or issues 
within an agency. 
 
Budgeting Records  

Annual budget reports at the end of the fiscal year on the status of appropriation 
accounts and apportionment are permanent – not to be destroyed.  Monthly or 
routine budget reports should be retained for 3 years after the close of the fiscal 
year, and then may be destroyed.  Records used to assist in the preparation of 
the district budget and to justify budget requests should also be retained for 3 
years. 

 
Both monthly and annual reports on grants received by State agencies from the Federal 
Government which may contain application, notice of award, program reports, and 
correspondence, should be retained by the agency for 3 years after the grant ends. 

http://www.colorado.gov/dpa/doit/archives/rm/specialdistricts/TOC.htm�
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Contract and Purchase Order Files  
Contract files that document procurements for any amount and 
type, including contract requisition, purchase order, lease records, 
tax exempt sales records, correspondence, basis for award, 
contract administration records of every type including, but not 
limited to payroll files, receipts, inspection reports, audit 
information, and payments should be retained for six years after 
the contract term ends.   

 
 
Bank Records 
Documentation of transactions with external bank accounts 
maintained by the districts including deposit slips, cancelled 
checks, debit/credit memos, bank adjustment memos, bank 
statements, and bank reconciliations should be retained for 3 
years.  Receipt to customer for sales by the agency purchased 
with cash or credit cards should also be retained for 3 years. 
 
 
 
 
 

The following should be retained for 3 years: 
Expenditures 
1) Records relating to reimbursing individuals, such as travel orders, travel authorizations, 
per diem vouchers, transportation requests, hotel reservations, reimbursement requests, and all 
supporting records documenting travel by officers, employees, or others authorized by law to 
travel. 
2) Records verifying all money received and expended through a petty cash account.  
Include cash receipts, daily accounting records, reconciliation, transmittals, signed cash 
disbursement request with supporting receipts approved by the authorized approving authority 
3) Credit card receipts and vendor receipts or bills of sale detailing the description, quantity, 
and price of items purchased.  Information showing the account charged on the accounting 
system and authorization for the purchase are included. 
4) Vouchers and all documentation related to the payment for agency and employee 
expenditures.  Documentation includes original vendor invoices and statements, commitment 
documents, information verifying date goods or services were received, payment voucher 
reference number, description of transaction, date and amount of transaction, account information 
on projects or programs charged, and evidence of proper authorization of the charge. 
 
Revenue 
1) Invoices billing state and non-state organizations for goods or services provided 
by a state agency/institution. 
2) Receipt books: Agency copy of receipts given to customers for cash payments 
received. 
3) Contracts entered into by a state agency/institution that result in earned 
revenue from services performed or goods supplied. 
4) Information obtained or generated by the Department of Revenue related to income or 
other taxes paid by taxpayers. 

 
“How do I destroy my records?” 
Records can be destroyed by shredding, burning 
(where no local burn ordinance is in effect), 
recycling, or landfill.  Records that are confidential 
in nature should be destroyed by shredding, or 
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they can be destroyed professionally by a company that can certify to security destruction. 
 


