Recommendations 

Data and Accountability Subcommittee

The Governor’s P-20 Council

P-20 Data system 

The Data and Accountability Subcommittee finds that Colorado’s citizens are best served when a wide range of stakeholders have access to data about the effectiveness of the state’s P-20 education systems.  To accomplish this, successful access, collection and dissemination of data will require appropriate security measures to protect individual privacy.  Stakeholders requiring access include educators, parents, government agencies, researchers, child advocates, and policy makers, among others.  As such, the subcommittee makes the following recommendations about the purpose, characteristics, governance and development of a P-20 Data System.

Purpose

The P-20 Data System should provide for a variety of uses and purposes by many stakeholders, including but not limited to improving teaching and learning, informing public policy, fostering a culture of evidence-based decisionmaking, conducting research, evaluating system and program effectiveness, and providing reports to various stakeholder groups. The data system must help different entities share appropriate data in order to more effectively serve the students of Colorado. This infrastructure must facilitate the transfer of data across systems and among different entities (e.g., transfer of information between school districts or between school districts and post-secondary institutions should be timely and efficient). It should enable interested parties to address questions that cut across levels of the educational system and agencies.  

System Characteristics

Colorado’s P-20 data system should be:

· Comprehensive – It should provide a central repository for data from various entities, such as school districts, higher education institutions, state departments and agencies, local government agencies, and other service providers receiving public funding.  Moreover, the P-20 data system should enable the longitudinal tracking of student progress from early childhood to postsecondary education and into the work force. It should include all necessary P-20 education data currently collected at the state level, accommodate any future educational data sources and integrate other relevant data collected by various state agencies and departments (e.g., the Department of Labor and the Department of Corrections).

· Efficient – All components of the P-20 data infrastructure should conform to industry standards for data storage, structure, transfer, quality, and security. The design of the system should incorporate both current and emerging technologies. The process by which data is transferred from individual entities to the state should minimize the burden on individual agencies and should ensure that data held at the state level is as current as possible. This will require standard data element definitions and standardized file formats. It will also require a unique identifier for students, teachers, and P-20 service providers. The current burden on local school districts to provide the same data to CDE multiple times in different formats should be addressed immediately.

· Secure – The security of the data and the protection of privacy of individuals represented by data in the system is critical and appropriate safeguards must be in place. The existence of unique personal identifiers poses a specific threat to privacy and explicit measures must be taken to manage identified risks. Data security for data held centrally by the state within the P-20 system is the responsibility of the state. Entities that contribute data to the P-20 system are responsible for the security of their data held locally and are expected to develop contingencies for data breach scenarios.   

· Accessible and Useable – The data should be organized in a standardized format and use common data element definitions aligned with national and international specifications. The data should be available to interested parties, assuming privacy protection mechanisms are in place, in accordance with the purposes of the system. The process by which the National Center for Educational Statistics makes data available to researchers and policy makers should be studied as a model for the Colorado system.

Governance

Colorado’s P-20 data system should employ a new viable, independent cross-jurisdictional governance structure.  This entity shall have the authority to require state and local entities to make the requested data available to the state data system. Under this system the new state information entity will manage the data and be responsible for receiving and integrating data, facilitating data analysis, reporting and transfer, ensuring data quality and security, and providing access.

Implementation

The creation of a P-20 data system is a complex and challenging task.  A quality data system is essential for moving our state forward, therefore the need for such a system requires an aggressive timeline for implementation.  An inclusive group that has appropriate technical expertise and represents the many interests involved in the generation and use of data should be convened immediately and given the support to design a system correctly within a reasonable time frame.  Information on current data elements and their collection and use should be incorporated into that effort.  
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